Modern work has changed the way we communicate, collaborate, and maximize productivity in the modern enterprise. MobileIron unified endpoint management (UEM) enables your employees to fully leverage modern mobile devices, desktops, apps and cloud services without sacrificing security.

**MobileIron UEM provides the managed trust architecture necessary to support modern work**

**Support a trusted app workspace.** Provision and protect cloud apps on the endpoint with a seamless native user experience. Segregate business apps and data from personal apps and data. Secure mobile productivity apps including email, contacts, calendar, and tasks across multi-OS devices.

**Secure cloud access.** Enforce conditional access based on device posture to protect cloud services like Office 365, Box, G Suite, and Salesforce from unauthorized access.

**Deploy unified mobile and cloud security.** Configure and deploy consistent app policies across endpoints and clouds. Per-app VPN enables users to quickly access corporate resources behind the firewall. Provide a secure enterprise mobile browser so users can access internal web resources quickly and easily.

---

**Key Use Cases**

**Secure any device**
Configure and apply consistent data security policies across Android, iOS, macOS, and Windows 10 mobile devices and desktops.

**Secure email**
Provide secure access to business email, calendars, and contacts while preserving the native mobile user experience.

**Secure business apps and data**
Protect sensitive corporate data at rest on the device and in motion across any network or cloud service.

**Secure mobile content**
Enable secure, instant access to content repositories and prevent data loss through unauthorized file sharing.

**Secure BYOD**
Maintain user privacy while applying corporate policies and preserving control over business data on personal mobile devices and desktops.

**Security Standards and Certifications**
- Common Criteria Certification
- CSA STAR
- CSfC
- DISA STIG
- EU-US Privacy Shield
- FedRAMP Authority to Operate
- FIPS 140-2 Affirmation
- SOC 2 Type II

**About MobileIron**

MobileIron provides the secure foundation for companies around the world to transform into Mobile First organizations. For more information, please visit [www.mobileiron.com](http://www.mobileiron.com)
MobileIron unified endpoint management (UEM) enables your employees to enjoy seamless access to business apps and data through secure mobile devices, desktops, and cloud services while still maintaining complete control over their privacy.

<table>
<thead>
<tr>
<th>MobileIron UEM Bundles</th>
<th>Silver</th>
<th>Gold</th>
<th>Platinum</th>
</tr>
</thead>
<tbody>
<tr>
<td>On-prem and cloud-based UEM deployment options</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Sentry</strong> is an inline gateway that manages, encrypts, and secures traffic between the mobile device and back-end enterprise systems.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Apps@Work</strong> is an enterprise application storefront that manages both in-house developed apps and third-party business apps that can be delivered to users.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>AppConnect</strong> is a secure business app container with app-specific VPNs for AppConnect-enabled apps.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Email@Work</strong> is a secure mobile productivity apps package that includes email, contacts, calendar, and tasks for iOS and Android devices.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Docs@Work</strong> enables you to access, annotate, share, and view documents across a variety of email, on-prem, and cloud content management systems.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Web@Work</strong> is a secure enterprise mobile browser that enables end users to access internal web resources quickly and easily.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Manage macOS desktops</strong> across the entire lifecycle: provisioning, configuration, security and control, application deployment, monitoring and compliance, and end-of-life.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Help@Work</strong> allows users to share their screens with a help desk agent for more efficient troubleshooting and faster problem resolution.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>Tunnel</strong> provides per-app VPN capabilities so that you can authorize specific apps to access corporate resources behind the firewall without any end-user intervention.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>MobileIron Monitor</strong> is a comprehensive, dashboard-based solution that allows you to maintain the health of all your mission-critical MobileIron UEM components.</td>
<td>☑️</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>ServiceConnect Integrations</strong> enable you to streamline IT workflows with the MobileIron App for Splunk Enterprise and integrations with ServiceNow.</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>☑️</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>MobileIron Bridge</strong> allows you to leverage existing Group Policy Objects (GPO) scripts to enable granular security and management of Windows 10 PCs.</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>MobileIron Access</strong> provides secure, conditional access control for cloud services such as Microsoft Office 365, Salesforce, Google Apps for Work, Box, and others.</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>☑️</td>
</tr>
<tr>
<td><strong>MobileIron Threat Defense</strong> enables you to protect company data by detecting and remediating known and zero-day threats on mobile devices without Internet connectivity required, and no need for users to take any action.</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>Add-on SKU, requires MobileIron UEM bundles</td>
<td>☑️</td>
</tr>
</tbody>
</table>

Note: Subject to change without notice.

MobileIron enables your modern, mobile enterprise

Harness the power of secure modern devices, apps, and cloud services to enable business innovation.  

Provide secure, conditional access control for cloud services such as Microsoft Office 365, Salesforce, G Suite, Box, and others.  

With one app, enterprises can detect and remediate both unknown and zero-day threats on mobile devices without requiring any user intervention.  

Leverage existing Group Policy Objects (GPO) scripts to enable granular security and management of Windows 10 PCs.  

* Contact your MobileIron sales representative if questions regarding security and certifications for on-prem versus cloud-based UEM deployments.